
Job Offer
TechGDPR is looking for a full-time, permanent

Information Security Consultant (m/f/x)
Based in Berlin, Germany

TechGDPR is a boutique consultancy company, supporting leading technology companies with their privacy,
data protection and GDPR compliance. Through assessments, workshops, training and appointment as Data
Protection Officer we pride ourselves in offering an unprecedented service level and quality hands-on and
strategic consulting for our clients in all areas of technology: ecommerce, video streaming, distributed
(blockchain) technology, healthcare, artificial intelligence, fintech, cryptocurrency, hardware and more.

Job Description
We are looking for a data security professional (information security consultant/technical data protection
consultant) with consulting experience or ambitions, and a passion for security, privacy and data protection,
acting as a security and technical backbone to the team and help clients find, implement and audit the best
possible data security controls.

Besides direct involvement in our very diverse client projects where you support as a consultant, and with
hands-on implementation, you also contribute with your technical skills to other projects the team is working on,
and support with internal technical systems and tool development where needed. TechGDPR has mid-term
ambitions to develop some in-house solutions for client problems, which you could play a major role in.

Objectives
● Taking part in consulting projects where you provide technical insights and assessments, supporting your

colleagues and the client directly.
● Support clients with concrete suggestions or providing hands-on implementation support or technical

improvements.
● Writing and reviewing technical documentation.
● Writing and reviewing data protection and security recommendations.
● Independently lead consulting projects of 2-4 consultants as a project manager and take on smaller

consulting projects and tasks independently.
● Contribute to technical innovation and development of new tools, services and products to support our

clients and internal processes.
● Incidentally, support the team with internal IT systems and security needs.

Skills and experience
● Degree in computer science (or) data science (or) system analysis (or) cyber/information security (or)

information systems or similar.
● 2+ years of experience in devsecops, security operations or engineering, software development, system

architecture, technical writing, (technical) quality assurance, compliance or similar.
● Excellent understanding of data security both from an architectural and an implementation standpoint.



● Ability and experience clearly articulating and summarising (technical) concepts, problems and solutions.
● Consulting on internal projects, stakeholder management or external consulting experience.
● Excellent personal time management in environments with multiple tasks, projects and stakeholders.
● Basic understanding of legal concepts and the interplay between data protection requirements and

information security.
● Excellent understanding of common internet related technologies, including cloud, microservices

networks and systems architecture, and a good understanding of deep tech & web 3.0 technologies (e.g.
blockchain, AI, IoT).

● Proficiency in at least one popular programming or scripting language (Python, C, C++, C#, Java,
Javascript, PHP) and the ability to review and write quality code.

● Strong knowledge of popular databases and are experienced with database design and analysis.
● Strong command of Linux (CLI) in server environments and experience with virtualization technologies,

including running this in (small scale) production environments.
● Excellent understanding of cryptography, information security and related technologies and experience

securing systems, servers and networks in practice.
● Fluency in English, and ability to communicate professionally and articulately in written and spoken form,

including presenting for groups along with the ability to describe and record security findings for non
specialists to be able to relate to documents.

● Comfortable handling of confidential information.
● Experience in stakeholder expectation management (preferably in the field of security).

Preferred qualification and experience
● ISO27001 certification.
● IAPP’s CIPT or CIPP/e certification.
● Professional communication skills in another language, preferable in German.
● Consulting experience.
● Team leadership experience.

Your benefits
● Work with and learn from cutting edge, innovative and fascinating clients from all corners of the world

and all sorts of industries (e.g., blockchain, IoT, AI, software development, Fintech, retail, NGOs, ...)
● A salary meeting your experience level, that grows in relation with your personal development and that of

the company.
● Flexible work-from-home policy, combining your presence in our office with the possibility of working from

home.
● Join a small, diverse, dedicated, friendly and collaborative team.
● The chance to join a young company, growing with it as it grows. You are  given responsibility from day

one and are expected to seize opportunities to take on more over time.
● A company laptop running Windows/MacOS/Linux - as you prefer, with the software you need.

Start date June 2022, to be confirmed.

How to apply

Please send your CV attached to an email with a brief and articulate substantiation of your application to
hr@techgdpr.com. We encourage you to apply, even if you don’t fully meet all the criteria. We will review
applications on a rolling basis, and will have 2 to 3 rounds of interviews with you, including a technical/skill and a
communication challenge.

mailto:hr@techgdpr.com

